**Introduction**

Security is different from many other computer-related topics. It is as much a process or way of thinking about your systems, networks, and applications as it is a set of technologies.

Too often we see organizations focus on certain technical details and miss the big picture entirely. In today’s networked world, we have to accept that our systems cannot be 100% secure if we still expect them to be useful in the conduct of our business. That means we have to learn to live with insecurity and manage our risks.

This brief white paper addresses five essential concepts. Since 1994, these practical ideas have helped hundreds of organizations make the right business decisions regarding the IT security initiatives.

**Balancing Act**

A computer is completely secure only when it is powered off and disconnected from the network. Since a computer in such a state is not very useful, we have to accept up front that networked computers have inherent risks. At the same time, 100 percent security in a distributed network is unfeasible for businesses with finite budgets—which is to say, every business.

It is important to balance risk with a level of security that makes sense in any given application environment. The answer is to look to compensating controls rather than deploying overly expensive or invasive security mechanisms.

**Security as Enabler**

Too often, security groups view their role as issuing policies and mandates that have the effect of telling business units what they can’t do. Security should never be an obstacle to business. The challenge is to figure out how to offer the required services securely. Losing ground to competitors is not an option. In fact, organizations that embrace security as a business enabler have found that their environments are more flexible, more resilient, and more extensible than they would have been otherwise. These organizations find they are better positioned to offer new services and respond to new customer demands.

**Prevent and Detect**

People new to security often think in terms of keeping a bad guy out or of preventing something from happening. Prevention by itself is limiting. Many problems are better solved with detection, rather than prevention.

**Start Off Simple**

Incrementalism is good. Too many organizations try to cover all the bases at one time, and only end up paralyzing themselves. They see how much needs to be done to become truly secure, and are overwhelmed by the costs in time, money and organizational angst. So, they decide to ignore the problem for a while longer.

Remember, security is a process, not a destination. Making steady progress, even with simple solutions, vastly improves your security profile. Every vulnerability you address, every security policy or practice you implement, makes you just that much better off and reduces your organization’s risk.
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